**Báo cáo ngắn: nhận biết email/website lừa đảo.**

Trong thời gian gần đây, tình trạng lừa đảo qua mạng ngày càng phổ biến. Các đối tượng thường giả mạo email hoặc website của ngân hàng, công ty lớn để đánh cắp thông tin người dùng. Dưới đây là **5 dấu hiệu thường gặp** giúp nhận biết sớm:  
**I. 5 dấu hiệu nhận biết email/website lừa đảo:  
1.Địa chỉ email hoặc đường link bất thường:**  
- Các trang lừa đảo thường dùng tên miền gần giống trang thật, có thêm ký tự lạ hoặc sai chính tả.  
ví dụ: g00gle.com, faceboook.com,…

**2.Nội dung mang tính khẩn cấp hoặc đe dọa:**  
- Email/website lừa đảo thường cảnh báo “tài khoản sẽ bị khóa” hoặc “phải xác minh ngay” để thúc giục người dùng hành động nhanh.

**3.Yêu cầu cung cấp thông tin cá nhân:**  
- Những email giả mạo thường yêu cầu nhập mật khẩu, mã OTP, hoặc thông tin ngân hàng – điều mà tổ chức thật **không bao giờ làm**.

**4.Liên Kết Đáng Ngờ (Không Khớp với Nội Dung):**- Nội dung email yêu cầu nhấp vào một liên kết, nhưng khi **di chuột qua** liên kết đó, URL thực tế hiển thị lại **khác biệt** và không dẫn đến trang web chính thức của tổ chức.  
- Liên kết có thể dẫn đến các trang đăng nhập giả mạo, y hệt trang thật.

**5.Hứa hẹn phần thưởng hoặc lợi ích bất thường:**- Các email/website hứa tặng quà, trúng thưởng lớn, hoặc hoàn tiền nếu người dùng “xác nhận thông tin” là chiêu trò phổ biến để dụ người dùng.

**II. Kết luận:**Người dùng cần kiểm tra kỹ địa chỉ gửi, đường link và nội dung email trước khi truy cập hoặc cung cấp thông tin. Nên sử dụng xác thực hai bước và phần mềm bảo mật để đảm bảo an toàn trực tuyến.